How treasurers can prepare for, respond to, and survive the chaos and harms from data breach.
Topic Overview
Treasurers are interwoven and connected throughout the entire organizational enterprise. They have unfettered access to sensitive and confidential information for every department in their organization. They are the gatekeepers of and responsible for their organization’s financial health and well being. With great responsibility comes enormous liability.  
Hackers know this and have the tools to penetrate an organization’s systems. Further, hackers want to leverage a treasurer’s interconnected role throughout the organization to exploit it, cause havoc, steal client and employee identities, and destroy its reputation. 
This panel will bring together industry leaders that specialize in cyber crisis response, cyber insurance, and cyber law to provide in-depth and real-world experience regarding ransomware attacks and data breaches (“cyber-attack”). Further, the panelists will give the audience insight into how treasury can help implement an enterprise-wide risk management strategy to best prevent and mitigate the catastrophic financial, legal, and reputational harms before, during, and after a cyber-attack. 
Key takeaways from the presentation:
· Cyber risk mitigation from an financial and treasury perspective;
· The current threat landscape; and
· How to prepare for, respond to, and remediate a data breach.

Moderator
Mrs. Laurel Egan Kenny
Founder, and President, Turningpoint Communications
Mrs. Kenny is the founder and President of Turningpoint Communications, a financial services-focused marketing and training firm promoting clients’ best practices and thought leadership. Mrs. Kenny founded Turningpoint in 2007 after thirteen years building and leading marketing and sales teams for global Fortune 100 financial services firms in wealth and treasury management divisions. Mrs. Kenny consults with business leaders, presents nationally on treasury management-related topics and marketing and business development practices, and serves as a board member for the Dallas Association for Financial Professionals. 

Mr. Spencer S. Pollock, Esq., CIPP/US, CIPM
Partner, Whiteford, Taylor, & Preston, LLP

Mr. Pollock is an award-winning cybersecurity attorney, public media figure, and partner with the cybersecurity law practice at Whiteford | Taylor | Preston. Mr. Pollock has extensive experience consulting, advising, and assisting clients in preparing and responding to cyber-attacks and data breaches, handling regulatory investigations, and ensuring organizations comply with all applicable state, federal, and international cyber laws. Mr. Pollock’s experience includes speaking and presenting nationally about cybersecurity and cyber law for a wide variety of associations and trade groups. Finally, Mr. Pollock is an experienced trial and civil defense attorney who had served as the first chair on over fifty jury and three hundred bench trials.

Ms. Alexandra Bretscheinder, CCIC
Cyber Practice Leader, Johnson, Kendall & Johnson
Ms. Bretscheinder joined Johnson Kendall & Johnson (JKJ) in 2015, bringing with her diverse IT consultative relationship management experience. At JKJ, Ms. Bretscheinder focuses on serving clients in the nonprofit, human services, senior living, manufacturing and distribution, and technology industries. She manages the complete portfolio of her clients’ commercial insurance and risk management programs. Given her background in IT consulting, she specializes in Cyber Insurance and managing the emerging cyber and technology risks for JKJ’s clients – named JKJ’s Cyber Practice Leader in 2020. Since taking over as practice leader, JKJ has been awarded “Cyber Insurance Retail Broking of the Year” for 2021 by Advisen. Ms. Bretscheinder can often be found speaking at various cyber seminars and associations. She recently became the co-chair of the UNIBA Cyber Centre of Competence, RiskProNet Cyber Practice Group, and joined as a founder in the U.S. chapter of WINCyght - an international association bringing together women in the Cyber industry. Additionally, Ms. Bretscheinder runs the JKJ summer internship program and college recruitment process.

Mr. Chris Loehr
EVP, CTO, Solis Security

Chris Loehr has over 25 years of leadership experience in designing and delivering cybersecurity and IT operational strategies for the financial and insurance industries. Chris currently serves as Executive Vice President and CTO of CFC Response/Solis Security, a division of CFC Underwriting, overseeing the day-to-day operations of the firm’s Incident Response and Proactive Cybersecurity teams. In addition to these day-to-day responsibilities, Chris has spearheaded numerous improvement and optimization efforts for CFC Response. Chris is passionate about assisting small and medium-sized organizations through difficult cyber-attacks. He takes the approach that the response efforts are more than technical. They require an incident response firm that can understand the business and respond to ensure the business’s needs are met and the business is restored as quickly as possible.



